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JISC DATA DISSEMINATION COMMITTEE 
Friday, August 28, 2015 (8:15 a.m. – 9:45 a.m.) 
Administrative Office of the Courts 
SeaTac Office Building 
180000 International Blvd. Suite 1106, Conf Rm. #2 
SeaTac, WA 98188 
Call-in Number: 1-877-820-7831, Passcode 797974 


 
DRAFT – MEETING MINUTES 


 
Members Present 
Judge Thomas J. Wynne, Chair 
Judge Jeannette Dalton (by phone) 
Judge J. Robert Leach 
Judge G. Scott Marinella 
Judge David A. Svaren 
Ms. Barbara Miner 
Ms. Brooke Powell 
Ms. Aimie Vance 
 
AOC Staff Present 
Ms. Stephanie Happold, Data Dissemination Administrator 
Ms. Keri Sullivan, Judicial Services Division, AOC (by phone) 
Ms. Kathy Bowman, Administrative Secretary, AOC 
 
Judge Wynne called the meeting to order at 8:20 am and began with the introduction of 
new Committee members Judge G. Scott Marinella with the Columbia County District 
Court and Judge David A. Svaren with the Skagit County District Court. 
The following items of business were then discussed: 
 
1.  Minutes of August 6, 2015 
 
The Committee approved the meeting minutes by consensus.  DDA Happold asked the 
Committee if they agreed the greater detail of discussion included in the minutes would 
be useful for historical purposes.  All agreed to continue capturing meeting minutes in 
this style. 
 
2.  The News Tribute – Request for Financial Information 
 
A request for financial data regarding penalties assessed for Boating Under the 
Influence (BUI) was received from Melissa Santos with The News Tribune.  Judge 
Wynne noted that because the Data Dissemination Committee policy was not yet 
updated with the financial data policy, the request for financial data was brought to the 
Committee for approval.  Ms. Miner asked if these cases were all in District Court, or if 
some were also in Superior Court.  DDA Happold replied that there were some in 







Superior Court, but mostly CLJ cases.  Ms. Vance will do a review of the report once it 
is finished by AOC Data Warehouse programmers.  


Judge Leach made the motion to provide BUI case financial data as requested by The 
News Tribune and based on the recommendations of AOC staff.  Ms. Miner seconded 
and the Committee unanimously approved the request.   


3. Second Engrossed Second Substitute House Bill 1276 - Changes to RCW 
46.52.130  


The upcoming September 26 Legislative changes to RCW 46.52.130 allows attorneys 
of record access to Abstract Driving Records.  Judge Wynne commented that access 
has been allowed at the court level, and this change is actually legitimizing the current 
process.  DDA Happold explained the problem with providing Public Defenders direct 
access to DOL records with JIS LINK because the access would have to be provided to 
all Level 20 users.   


The suggested solution was to provide Public Defenders access to DOL records 
through a JABS account that is set up with the courts.  Judge Leach asked if there was 
a method to monitor use of this access against abuse and Judge Wynne stated there is 
a random audit system already in place at the local level.  The Committee unanimously 
approved providing Public Defenders access to DOL information in JABS. 


4.  Courts of Limited Jurisdiction JIS Retention Schedule Update 


After a brief discussion, the Committee agreed to continue with “Iteration 1” of the ITG 
41 project.  Additionally, once “Iteration 2” commences, the Committee agreed that the 
small claims case retention should be increased from 5 years to 10 years which 
correlates to the life of a judgement. 


DDA Happold will bring the retention schedule amendment to the Committee at the 
October meeting so it can be brought before the JISC in December. 


Once the change to the retention schedule has been completed, the Local Records 
Committee will be notified. 


5.  Will Repository Cases Filed under RCW 11.12.265 are Currently not Available 
in AOC Public Website Search Engine. 
 
Per GR15, information on sealed cases is limited but available for viewing by the public. 
However, cases that are sealed in entirety are not currently shown on the AOC public 
website.  Judge Wynne stated these cases need to be searchable and available in 
SCOMIS.  Judge Wynne commented the Superior Court docket is a problem. 


Ms. Miner stated that judgements created as Case Type 9s should not be listed 
separately from the cases from whence they originate.   







DDA Happold will meet with ISD/web services regarding making changes to the website 
search to allow for sealed case information per GR 15(c)(4).  The exception would be 
juvenile records. 
 
Judge Wynne asked DDA Happold to put this on the December agenda for follow up. 


6.  Review of DD Policy – Providing Individual Compiled Reports 


The issue is how to provide information on a case that by statute ‘should not exist’.  Ms. 
Miner stated that unless the order to seal a juvenile record states otherwise, no one can 
have access to that record, including the individual of the case asking for his/her DCH.  
However, per the Data Dissemination policy, if a defendant or delegate asks the court 
for the record, it can be provided.  It was noted this issue has been previously discussed 
by the DDC and became ITG 152.  This project would create a second version of the 
DCH that does not include sealed juvenile cases.  However, due to time and resources, 
the project is on hold. 
 


DDA Happold suggested a possible solution would be to implement this in the JABS 
statewide viewer project.  However, there is no guarantee that the project can provide 
this ability and she asked if the Committee would like to recommend it as a wish list item 
for the project.  The Committee agreed that they are interested in having the AOC 
pursue this ability.  DDA Happold stated she would inform the Project Manager Office of 
this request. 


 
7.  Other Business 


A September teleconference will be scheduled to address the upcoming WSP request. 
 
DDA Happold provided an update on ongoing Committee agenda issues from the past 
year.  The JIS LINK exceptions policy still needs to be done and presented to the 
Committee.  Also, DDA Happold will bring back the policy on non-court/clerk IT 
personnel access once there is an opening in the Committee’s agenda.  


Ms. Miner stated the Financial Policy had not yet been approved.  Judge Wynne 
requested this to be included on the October DDC meeting agenda. 


At 9:45 am, the meeting was adjourned. 


 


 
 
 
 








 


 


 
JISC DATA DISSEMINATION COMMITTEE 
Thursday, September 10, 2015 (12:00 p.m. – 1:00 p.m.) 
Teleconference 
 


 
DRAFT - MEETING MINUTES  


 
 
Members Present      Members Not Present 
Judge Thomas J. Wynne, Chair    Judge Jeannette Dalton 
Judge G. Scott Marinella     Judge J. Robert Leach 
Judge David A. Svaren 
Ms. Barbara Miner   
Ms. Brooke Powell 
Ms. Aimee Vance 


 
AOC Staff Present         
Stephanie Happold, Data Dissemination Administrator    
Angie Autry, Business Process Engineer, CLJ-CMS 
         
Guests Present 
Ms. Deborah Collinsworth – Washington State Patrol 
Ms. Cynthia Marr – Pierce County District Court 
Ms. Kim McFarlane – Washington State Patrol 
Ms. Becky Miner – Washington State Patrol 
 
Judge Wynne called the meeting to order and the following items of business were discussed: 
 
1. WSP – Identification and Criminal History Section    


Request for Access to Sealed Juvenile Records with JIS-LINK Account 
Washington State Patrol (WSP) presented its request for access to sealed juvenile criminal 
case information using their JIS-LINK account.  The need is based on Engrossed Second 
Substitute Senate Bill 5564 requiring the WSP to provide criminal justice agencies access to 
sealed juvenile records information through the Washington State Identification System 
(WASIS).  E2SSB 5564, Chapter 265, Laws of 2015, Section 3, RCW 13.50.260(8)(d), July 
24, 2015.  WSP discovered there are issues in implementing this requirement. Courts are 
usually dismissing and sealing cases at the same proceeding and the data comes to WSP 
via the AOC data feed seven days after the event.  This interval is based on the WSP built-
in delay to ensure the fingerprint arrest information is in the WASIS prior to the disposition.  
Because of this delay, WSP is getting sealing information from the courts before the 
disposition transfer report and it is unknown which event to seal in WASIS.  WSP is asking 
for access to sealed juvenile cases with their JIS-LINK account so they look up the cases 
and appropriately update the information in their files. 
 
Ms. Barb Miner supported giving WSP the JIS-LINK access as the language in RCW 
13.50.260(8)(d) was part of E2SSB 5564 negotiations.  Judge Wynne expressed concern 
that RCW 13.50.260(7) prevented such access as it states that inspection of sealed juvenile 
cases can only be done by court order, and the provisions in RCW 13.50.010 or RCW 
13.50.050 did not allow for any circumvention for WSP.  Ms. Becky Miner raised RCW 
43.43.743, .700 and RCW 10.97.045 and the duty of the courts to provide disposition data to 
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WSP. Judge Wynne did not think that chapter 43.43. RCW could supersede RCW 
13.50.260(7).  DDA Happold stated that AOC was giving WSP the disposition data pursuant 
to those statutes via the data feed that also included sealed juvenile case information.  
Judge Marinella asked how WSP was currently receiving the information and if access could 
be provided via the local courts and prosecutors.  Ms. Becky Miner responded that currently, 
WSP is working with local court staff and prosecuting attorney’s offices as a workaround to 
obtain the information.  However, this is cumbersome and a drain on local resources.  Ms. 
Barb Miner agreed that staffing was an issue to use this method for obtaining the 
information.  
 
DDA Happold asked Ms. Barb Miner if there was any legislative history or intent that would 
reflect the negotiations supporting the WSP having this access.  Mr. Barb Miner responded 
that she was not sure.  Judge Wynne stated that there needed to be statutory intent before 
the Committee could approve anything or have the capability to do it.  Judge Marinella 
stated that there needed to be a reconciliation of the statutes and there may need to be a 
legislative fix to reconcile it.  Judge Wynne and Judge Svaren agreed that there needed to 
be legal analysis to see if RCW 13.50.260(8)(d) trumped RCW 13.50.260(7).  Judge 
Marinella suggested pursuing an Attorney General opinion.  DDA Happold was tasked with 
the legal analysis for AOC and the Committee suggested that WSP ask their AAG Shelly 
Williams for advice as well.  DDA Happold stated that even if the DDC approves this 
request, the AOC does not know yet how to implement it because none of the JIS-LINK 
level profiles allow access to sealed juvenile case information. 
 


2. CLJ-CMS Court User Work Group Questions  
Can Probable Cause (PC) charges no longer be displayed to the public once they are 
disposed? 
Ms. Angie Autry updated the DDC on the present actions of the CLJ-CMS CUWG and that it 
is currently sorting through requirements for a new case management system.  In doing this, 
the CUWG had two questions for the DDC, one being if probable cause charges could no 
longer be displayed to the public once they were disposed.  The CUWG’s wish is to absorb 
the PC charges into the main case to avoid a listing of duplicative charges that could be held 
against the individual if they were displayed to the public.  Ms. Aimee Vance stated that the 
court user would see them but they would not show to the public.  Judge Wynne asked if the 
Committee had any issues with this approach.  Ms. Barb Miner stated that she did not see 
any issues and it sounded better than the current process.  Judge Svaren stated that the 
criminal charge absorbing the PC charge was a good idea, but did not agree with filtering a 
PC finding because the public had a right to know the outcome, and Committee members 
agreed.   
 
The Committee ruled that if a PC case remains only with PC charges, the case would follow 
the new rules for destruction (ITG 41 Phase 2) for PC matters.  However, if charges are filed 
following a finding on the PC charges, the PC charges do not need to appear on a person’s 
case history but will be absorbed into the case.  The PC charges would still be within the 
case itself (i.e. in the charge history and findings, as well as in the docket) but only the 
current charges would be displayed in case searches (online, link, etc.). 
 
Can civil cases no longer be displayed if they are abandoned and/or not paid? 


 This question applies to civil cases that are filed but no filing fee is submitted.  If the future 
COTS requires both parties to be entered, they would show in case searches and it could be 
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used against a respondent for employment, housing, etc.  Because of this, the CUWG did 
not want a civil case to be displayed if it is abandoned.  Judge Svaren seconded the 
recommendation as he has found so many filers walk away from these cases.  He also 
suggested that it should just be the petitioners’ names on these cases instead of the 
respondents.  Judge Marinella agreed that just the petitioner of the case should show if they 
abandon the case.  Judge Wynne stated that there needed to be a record without the 
respondent.  Ms. Aimee Vance stated that if the future COTS cannot allow this then the 
entering of ‘unknown’ for respondent will be applied.  Judge Svaren agreed that that is okay 
and Ms. Brooke Powell stated that that was more user friendly.  
 
 








2. DDS Request













      
 
October 23, 2015 
 
TO:  JISC Data Dissemination Committee 
 
FROM: Stephanie Happold, AOC Data Dissemination Administrator 
 
Background Information Regarding Data Driven Safety (DDS) Request 
 


1. May 31, 2013, the DDC approved the DDS request for traffic infraction case information from cases 
disposed within the last three years.  The approval was based on the recommendations DDA Alfasso 
provided in her memo to the Committee which is attached.  The recommendations included: 


• DDS shall only use the case information that is still publicly available and is required to delete 
the information after three years to be consistent with the retention period for infractions.   


• DDS must update the data which is less than three years old on a quarterly basis.  
• DDS will only use the updated data in responding to requests for information from third-parties.  
• Limitations shall be placed on DDS’ use of the data which are consistent with the customer’s 


request to the JIS Data Dissemination Committee.  For example, DDS stated it will not be 
releasing specific case information about individuals to its third-party customers. 


2. April 24, 2015, DDC approved Drivers History Information’s (DHI) request.  The first part of DHI’s 
request for data was similar to what DDS received from the 2013 request, except they asked for a 
historical file instead of a three year period.  The second part of the request was for monthly updates.  
The AOC does not provide new datafeeds with automatic file transfers as the agency does not have the 
resources to monitor and maintain these new feeds.  Instead, the Committee directed DHI to submit a 
monthly request asking for updated case information based on the specifics the DDC provided. 
The contract for this request had the same language as the DDS agreement:  no specific case 
information about individuals would be provided to third-party customers. 


3. May 2015, DDS asked to have the same data as what was provided to DHI and to terminate the 2013 
data request.  AOC staff executed this agreement with DDS that included the same language as the 
older DDS agreement and the DHI agreement.  The agreement is attached. 


4. DDS is now asking to amend section 10.4 of the contract to allow release of specific case information 
about individuals. 


5. AOC staff does not have a recommendation for this request and will defer to the DDC and its reasons 
why it wanted that provision in the agreements. 
 








                Administrative Office of the Courts 
 
 
March 8, 2013 
 
TO:  Dirk A. Marler, JSD Director 
 
FROM: Lynne Alfasso, Legal Services 
 
RE:  Request to Provide Judicial Information System (JIS) Traffic Infraction  
  Data for Commercial Purposes –- Legal Services Analysis Request  
 
Caveat.  This legal analysis is intended to assist the Administrative Office of the Courts (AOC) in making 
policy decisions.  The legal analysis is not intended to be relied upon by those outside of the AOC.  
Further, it is not intended as, nor should it be construed as, a legal opinion in the nature of an Attorney 
General’s Opinion.  The official legal advisor for individual courts is the county prosecutor or city attorney, 
not the Administrative Office of the Courts. 


 
I. ISSUES PRESENTED 


 
These issues were presented in a memorandum dated February 22, 2013, from 
Judge Thomas J. Wynne to Callie T. Dietz, State Court Administrator.  These 
issues arise out of a request from a private company, Data Driven Safety, Inc., 
for an information report consisting of JIS data from traffic infraction cases 
disposed of in the courts of limited jurisdiction during the last three years.  
 


A.  Would the release of the JIS traffic infraction database of cases disposed of 
within the last three years violate federal or state law, including RCW 46.52.130 
or 18 U.S.C. 2721? 
 


B. Under what terms and conditions, if any, may the information be released? 
 
II. ANSWERS 


 
A. The release of the information by AOC would not violate state or federal law. 


 
B. If the information is released, the terms and conditions in the standard agreement 


approved by the Judicial Information Systems Committee pursuant to GR 31 for 
the “bulk distribution” of court record information should adequately provide for 
the security and allowable use of the data, with modifications reflecting that this is 
a one-time distribution of information and not an ongoing subscription to data. 
 


III. ANALYSIS  
 
A.  What Information Has Been Requested by Data Driven Safety, Inc.? 
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Data Driven Safety, Inc. has requested the following data elements from traffic 
infraction cases which have dispositions entered during the last three years in the 
courts of limited jurisdiction that use JIS (JIS case type IT): 
 


 
 Case Number 


 LEA Code (Law Enforcement Agency) 


 LEA Name 


 Name of Individual 


 Date of Birth (mm/dd/ccyy) (if unavailable = 01/01/1800) 


 Gender  


 Case Type ('IT' = infraction traffic)  


 Jurisdiction Code 


 Jurisdiction Description 


 Violation Date (mm/dd/ccyy) 


 Case Filing Date 


 Case Disposition Code 


 Case Disposition Description 


 Case Disposition Date 
 Driver’s License State of Issuance 
 Statute Violated (Charge Information) 


 
B.   The Release of the Information Would Not Violate State or Federal Law 
 


1.  RCW 46.52.130 Does Not Prohibit the Courts From Releasing this 
Information to Data Driven Safety, Inc.  


 
RCW 46.52.130 governs the release of an abstract of a person’s driving record by 
the state Department of Licensing (DOL).  


 
An “abstract” consists of the following information related to a person’s driving 
history: 
 
a) An enumeration of motor vehicle accidents in which the person was driving; 
b) Any reported convictions, forfeitures of bail, or findings that an infraction was 


committed based upon a violation of any motor vehicle law; 
c) The status of a person’s driving privilege in this state; and  
d) Any reports of a failure to appear in response to a traffic citation or notice or 


infraction. 
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RCW 46.52.130(1). 
 


The statute specifies to whom the DOL may release a person’s abstract: 
 
a) The subject of the abstract; 
b) Employers or prospective employers (with the subject’s consent); 
c) Volunteer organizations (with the subject’s consent); 
d) Transit authorities checking on prospective volunteer vanpool drivers; 
e) Insurance carriers may receive an abstract covering the last three years only;  
f) Alcohol/drug assessment or treatment agencies may receive an abstract 


covering the last five years, (but with ten years of alcohol-related offenses); 
g) City attorneys and prosecuting attorneys; 
h) State colleges, universities, or agencies, or units of local government; 
i) Superintendent of public instruction. 


 
 RCW 46.52.130(2). 
 
RCW 46.52.130 does not apply to the dissemination of information by the courts about 
information in public court records.  The statute applies only to the dissemination of a 
driver’s abstract by the DOL.   
 
Public access to the information in court records is governed by GR 31, which provides 
for open public access to court records unless restricted by federal law, state law, court 
rule, court order, or case law.  GR 31 (d) (1).  Public access to the information in court 
cases is also governed by a well-developed body of common law, under which the 
public has a right to inspect and copy court case records.  See Nast v. Michels, 107 
Wash.2d 300, 730 P.2d 54 (1986). 
 
The information requested by Data Driven Safety, Inc. is information found in the JIS 
record of traffic infraction cases (cases filed as case type IT in the courts of limited 
jurisdiction.)  Traffic infraction cases are not restricted from public access under state 
law or by court rule.  However, it is possible that a specific infraction case may be 
ordered sealed from public access pursuant to court order under GR 15.  
 


2.  RCW Chapter 46.12 Does Not Prohibit the Release of the Information 
Requested by Data Driven Safety, Inc. 


 
RCW 46.12.630 places restrictions on the disclosure of lists of names and addresses of 
registered and legal vehicle owners by the department of licensing. RCW 46.12.636 
places restrictions on the disclosure of names and addresses of individual vehicle 
owners.  The information requested by Data Driven Safety, Inc., does not include 
parking infraction case information, which is linked to vehicle information; therefore, 
these statutes do not apply to this request.  In addition, parking tickets filed with the 
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court become public records and are subject to public access for the reasons set forth in 
section III.B.1, supra.   
 
 


3. 18 U.S.C. 2721 Does Not Prohibit the Courts From Disseminating the 
Personal Information Requested by Data Driven Safety, Inc. 


 
The Driver’s Privacy Protection Act of 1994, 18 U.S.C. §§ 2721 to 2725 (DPPA), 
restricts the disclosure by state departments of motor vehicles of drivers’ “personal 
information” without the drivers’ personal consent, except that the personal information 
can be disclosed by the state for “permissible uses”.  “Personal information” is defined 
in 18 U.S.C. 2725 (3).  “Permissible uses” is defined in 18 U.S.C. 2721 (b).   
 
The DPPA applies to the disclosure of information by state departments of motor 
vehicles, such as DOL.  18. U.S.C. 2721 (a).  While there have been many cases 
decided under the DPPA reviewing whether or not the release of drivers’ personal 
information was permissible, these cases do not concern the release of personal 
information by a court.  There appear to be no cases under the DPPA that prohibit the 
release of drivers’ information from a public court record by courts.   
 
The personal information which Driver Driven Safety, Inc. has requested from the JIS 
database is the driver’s name and date of birth.  That information becomes part of the 
court case record because it is entered into the citation by the law enforcement agency 
that issues the traffic citation. A traffic citation filed with the court is a court pleading and 
is generally considered a public record that may be viewed and copied by the public.  
ARLJ 9 (a) (1).   
 
In Graczyk v. West Pub. Corp, 660 F.3d 275 (7th Cir., 2011), the court upheld the right 
of a commercial reseller of information to obtain the drivers’ personal information and 
resell it to customers, so long as the customers indicated that they wanted the 
information for a “permissible use” under the DPPA.  A similar holding was reached by 
the court in Taylor v. Acxion Corp., 612 F.3d 325 (5th Cir., 2010).   The courts in these 
two cases did not require that the commercial reseller have a “permissible use” for the 
information so long as the reseller only distributed the information to customers who 
stated that they had a “permissible use” for the information.  
 
However, in contrast to Graczyk and Taylor, in Locate.Plus.Com, Inc. v. Iowa Dept. of 
Transp., 650 N.W.2d 609 (2002), the Iowa Supreme Court held that the DPPA requires 
that a commercial reseller must itself have a statutorily-allowed “permissible use” for the 
information for the reseller to lawfully purchase the information from the state. 
 
A federal appeals court recently held that a municipality’s law enforcement agency 
made an impermissible use under the DPAA of a driver’s personal information when a 
person was given a parking ticket which the city parking officer placed on the vehicle 
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windshield. The parking ticket displayed the vehicle’s registered owner’s personal 
information (name, address, driver’s license number, date of birth, sex, height, and 
weight), which the parking enforcement officer had obtained from the state department 
of motor vehicles database.  Senne v. Palatine, 695 F. 3d 617 (7th Cir., 2012).  The 
appellate court held that the municipality had included “too much” personal information 
on the ticket and, therefore, the exemptions from the provisions of the DPPA which a 
government agency normally enjoys in carrying out a government function were not 
applicable.   
 
The municipality has filed a petition for writ of certiorari in the U.S. Supreme Court, 
which has not yet decided whether it will grant the petition and accept the case for 
review.  This case has caused consternation among municipalities, since the form of the 
parking citation used by the Village of Palatine to cite Mr. Senn, and the manner in 
which he was cited, is apparently widely used to enforce parking regulations, and 
several amici curiae have filed briefs asking the Supreme Court to accept this case for 
review.  (See http://www.scotusblog.com/case-files/cases/village-of-palatine-v-senne/.)   
 
Mr. Murphy, the spokesperson for Data Driven Safety, Inc., mentioned a Wisconsin 
case involving liability imposed for violation of the DPPA that was of interest to Judge 
Wynne.  (Memorandum from Judge Wynne to Callie T. Dietz dated February 22, 2013.)  
That case was Deicher v. City of Evansville, a trial court decision that is summarized on 
page 3, footnote 11, of the November 2012 Comment of the League of Wisconsin 
Municipalities (attached hereto as Appendix 1.)  Deicher also involved a law 
enforcement agency; an officer made improper use of a driver’s personal information by 
providing a woman’s address, which the officer obtained from state department of motor 
vehicle records, to the woman’s estranged husband. 
 
The personal information which Driver Driven Safety, Inc. has requested from the JIS 
database is the driver’s name and date of birth.  That information becomes part of the 
court case record because it is entered into the citation by the law enforcement agency 
that issues the traffic citation.  If it is a violation of the DPPA for the law enforcement 
agency to include this information on a citation which the law enforcement agency 
knows will become a public record, then the law enforcement agency should be liable, 
for disseminating the information for an “impermissible use”, not the court. However, it 
should be noted that the information requested by Driver Driven Safety, Inc., has been 
publicly available both at the courthouse and in JIS for many years. 
 


C.  Under What Terms and Conditions Should the Information Be 
Released? 


 
Data Driven Safety, Inc. has requested traffic infraction case data from cases with 
dispositions entered during the last three years in the courts of limited jurisdiction. Three 
years after disposition (or seven years for a case with a deferred disposition) is the 



http://www.scotusblog.com/case-files/cases/village-of-palatine-v-senne/
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retention period in JIS for the IT case type. (District and Municipal Court Records 
Retention Schedule, Section 2.2, Civil Infractions.) 


 
GR 31 governs access to court records.  GR 31 (c) (3) defines “bulk distribution” as the 
“distribution of all, or a significant subset, of the information in court records, as is and 
without modification.”  Data Driven Safety, Inc., is requesting a significant subset of the 
information in court records on this case type.  Therefore, the rules governing the “bulk 
distribution” of data, which are found in GR 31 (g), should apply to this request.  GR 31 
(g) states as follows: 


 
(1) A dissemination contract and disclaimer approved by the JIS 


             Committee for JIS records or a dissemination contract and 
             disclaimer approved by the court clerk for local records must 
             accompany all bulk distribution of court records. 
 
            (2)  A request for bulk distribution of court records may be 
             denied if providing the information will create an undue burden 
             on court or court clerk operations because of the amount of 
             equipment, materials, staff time, computer time or other 
             resources required to satisfy the request. 
 
             (3)  The use of court records, distributed in bulk form, for the 
             purpose of commercial solicitation of individuals named in the 
             court records is prohibited. 
 
The contract approved by the JIS Committee for the dissemination of bulk records is 
set forth as Appendix 2.  Since Appendix 2 contemplates a customer who is an 
ongoing subscriber to JIS data, the provisions will need to be modified for this one-
time report for Data Driven Safety, Inc.  Some edits have been proposed to the 
contract provisions, as set forth in Appendix 2:   


 
• The contract in Appendix 2 provides that a subscriber may only use the court 


data which is the most recent download of information provided by AOC to the 
customer, to ensure that the subscriber uses the most recent case information 
which is publicly available. (Paragraph 7.2.6) To ensure that Data Driven Safety, 
Inc., only uses the case information that is still publicly available, the customer 
should be required to delete the case information after it is three years old, to be 
consistent with the JIS retention period for these cases (which Data Driven 
Safety, Inc., has stated that it is willing to agree to.)  
  


• The Data Dissemination Committee should consider whether or not to require 
Data Driven Safety, Inc., to update the data which is less than three years old on 
a quarterly basis, if there is any concern that the dispositions on the cases may 
be updated by the courts or that cases may be sealed. Paragraph 9 of the 
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Agreement in Appendix 2 requires the subscription customers to update their 
data quarterly, and to only use the updated data in responding to requests for 
information from third-parties. 


• The Data Driven Safety, Inc., should pay AOC’s programming costs to provide 
the data, which is a typical requirement for a custom JIS data report. 
 


• Limits should be placed on Data Driven Safety, Inc.’s use of the data which are 
consistent with the customer’s request to the JIS Data Dissemination Committee.  
For example, the customer has stated it will not be releasing specific case 
information about individuals to its third-party customers. 
 


• On cases which have been sealed pursuant to court order, only those data 
elements allowed by GR 15 (c)(4) should be released to Data Driven Safety, Inc.:  
case number, names of the parties, the notation “case sealed,” the case type, 
and cause of action. 
 


• All other terms and conditions in the contract in Appendix 2 should be included.   
 
IV. Conclusion 


The Data Dissemination Committee has asked whether the release of the traffic 
infraction case information requested by Data Driven Safety, Inc., will violate any 
state or federal laws.  Release of the requested information will not violate any 
such laws.  By using the Agreement already approved by the JISC for the “bulk 
distribution” of JIS data, the Data Dissemination Committee will ensure that 
release of the information is consistent with the policies adopted by the JISC to 
require that persons who receive JIS data in bulk are responsible in their use of 
that information and that any risk of liability is borne by the customer and not the 
state. 
 
Cc:  Nan Sullins 


 
 
 
 


































































































































4. Review of Data
Dissemination
Policy








REVIEW OF DATA DISSEMINATION POLICY: 
1. IS THE DATA DISSEMINATION POLICY STILL NEEDED? 
2. PROVIDING COMPILED REPORTS 
 -Does III.B.4 need to be changed? 
3. REVIEW OF DRAFT FINANCIAL DATA POLICY 
 -DDA Happold tracked edits are included 
4. REVIEW FOR ALLOWING BULK FILES WITH JIS-LINK REPLACEMENT 
 -Clarification of language in the DD Policy needs to be provided  
 


DATA DISSEMINATION POLICY IS PROMULGATED UNDER JISCR 12  AND JISCR 15 


JISCR 12 DISSEMINATION OF COURT INFORMATION 
 
The Judicial Information System Committee will adopt rules, consistent 
with all applicable law relating to public records, governing the release 
of information contained within the Judicial Information System. Such rules 
and any amendments thereto shall be forwarded to the Supreme Court and, 
unless altered by the court or returned to the Judicial Information System 
Committee for its further consideration and recommendations, shall take 
effect 45 days after the receipt of such rules by the Supreme Court. 
 
JISCR 15 DATA DISSEMINATION OF COMPUTER-BASED COURT INFORMATION 
 
It is declared to be the policy of the courts to facilitate public 
access to court records, provided such disclosures in no way present an 
unreasonable invasion of personal privacy and will not be unduly burdensome 
to the ongoing business of the courts. 
    Due to the confidential nature of some court information, authority 
over the dissemination of such information shall be exercised by the 
judicial branch. This rule establishes the minimum criteria to be met by 
each information request before allowing dissemination. 
    (a) Application. This rule applies to all requests for computer-based 
court information submitted by an individual, as well as public and private 
associations and agencies. This rule does not apply to requests initiated 
by or with the consent of the Administrator for the Courts for the purpose 
of answering a request vital to the internal business of the courts. 
    (b) Excluded Information. Records sealed, exempted, or otherwise 
restricted by law or court rule may not be released to the general public 
except by court order. 
    (c) Data Dissemination Committee. Rescinded. 
    (d) Data Dissemination Policies and Procedures. The Administrator for 
the Courts shall promulgate policies and procedures for handling 
applications for computer-based information. These policies and procedures 
shall be subject to the approval of the Judicial Information System 







Committee. 
    (e) Information for Release of Data. Information which must be supplied 
by the requestor and upon which evaluation will be made includes: 
     (1) Identifying information concerning the applicant; 
     (2) Statement of the intended use and distribution; 
     (3) Type of information needed. 
    (f) Criteria To Determine Release of Data. The criteria against which 
the applications are evaluated are as follows: 
     (1) Availability of data; 
     (2) Specificity of the request; 
    (3) Potential for infringement of personal privacy created by release 
of the information requested; 
    (4) Potential disruption to the internal, ongoing business of the 
courts. 
    (g) Cost. The requestor shall bear the cost of honoring the request for 
information in accordance with section (d). 
    (h) Appeal. If a request is denied by the Administrator for the Courts, 
the requestor may appeal the decision to the Judicial Information System 
Committee in accordance with section (d). The Judicial Information System 
Committee shall review and act upon the appeal in accordance with 
procedures promulgated by the Committee for this purpose. 
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I. AUTHORITY AND SCOPE 
A. These policies govern the release of information in the Judicial Information 


System (JIS) and are promulgated by the JIS Committee, pursuant to JISCR 12 
and 15(d). They apply to all requests for computer-based court information 
subject to JISCR 15.  


1. These policies are to be administered in the context of the requirement of 
Article I, § 10 of the Constitution of the State of Washington that "Justice 
in all cases shall be administered openly, and without unnecessary delay," 
as well as the privacy protections of Article I, § 7.  


2. These policies do not apply to requests initiated by or with the consent of 
the Administrator for the Courts for the purpose of answering a request 
vital to the internal business of the courts. See JISCR 15(a).  


II. DEFINITIONS 
A. Records  


1. "JIS record" is an electronic representation (bits/bytes) of information 
either stored within, derived from, or accessed from the OACAOC. 
(Amended February 27, 1998.)  


2. "JIS legal record" is a JIS record that is the electronic duplication of the 
journal of proceedings or other case-related information which it is the 
duty of the court clerk to keep, and which is programmed to be available 
in human readable and retrievable form. Case information reflecting the 
official legal file and displayed by JIS programs are JIS legal records.  


B. JIS Reports  
1. "JIS reports" are the results of special programs written to retrieve and 


manipulate JIS records into a human readable form, other than the JIS 
legal record.  


2. "Compiled reports" are based on information related to more than one 
case or more than one court. As used in this policy, "compiled reports" do 
not include index reports.  


Commented [HS1]: Can examples of these definitions be 
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C. Data Dissemination Management  
1. "Data dissemination" is the reporting or other release of information 


derived from JIS records.  
2. The "data dissemination manager" is the individual designated within 


the Office of the Administrator forAdministrative Office of the Courts and 
within each individual court and assigned the responsibility for 
administration of data dissemination, including responding to requests of 
the public, other governmental agencies, or other participants in the 
judicial information system. The name and title of the current data 
dissemination manager for each court and the Office of the Administrator 
forAdministrativeAdministrative Office of the Courts shall be kept on file 
with the Office of the Administrator for Administrative Office of the 
Courts.  


D. Electronic Data Dissemination Contract  
The "electronic data dissemination contract" is an agreement between the 
Office of the Administrator forAdministrative Office of the Courts and any entity, 
except a Washington State court (Supreme Court, court of appeals, superior court, 
district court, or municipal court), that is provided information contained in the 
JIS in an electronic format. The data dissemination contract shall specify terms 
and conditions, as approved by the Judicial Information System Committee, 
concerning the data including but not limited to restrictions, obligations, and cost 
recovery agreements. Any such contract shall at a minimum include the language 
contained in Exhibit A – Electronic Data Dissemination Contract. (Amended 
February 27, 1998.)  


III. ACCESS TO JIS LEGAL RECORDS 
A. Open Records Policy. The following principles apply to the interpretation of 


procedural rules or guidelines set forth in this policy.  
1. Information related to the conduct of the courts' business, including 


statistical information and information related to the performance of courts 
and judicial officers, is to be disclosed as fully as resources will permit.  


2. In order to effectuate the policies protecting individual privacy which are 
incorporated in statutes, case law, and policy guidelines, direct 
downloading of the database is prohibited except for the index items 
identified in Section III.B.6. Such downloads shall be subject to conditions 
contained in the electronic data dissemination contract. (Amended 
February 27, 1998.)  


3. Dissemination of compiled reports on an individual, including information 
from more than one case, is to be limited to those items contained in a case 
index, as defined in Section III.B.6.  


4. Privacy protections accorded by the Legislature to records held by other 
state agencies are to be applied to requests for computerized information 
from court records, unless admitted in the record of a judicial proceeding, 
or otherwise made a part of a file in such a proceeding, so that court 
computer records will not be used to circumvent such protections.  
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5. Contact Lists: Access to JIS information will not be granted when to do 
so would have the effect of providing access to lists of individuals for 
commercial purposes, defined as set forth in RCW 42.17.260(6) 
42.56.070(9) and WAC 390-13-010, i.e., that in connection with access to 
a list of individuals, the person requesting the record intends that the list 
will be used to communicate with the individuals named in the record for 
the purpose of facilitating profit expecting activity.  


6. Except to the extent that dissemination is restricted by Section IV.B, or is 
subject to provisions in the electronic data dissemination contract, 
electronic records representing court documents are to be made available 
on a case-by-case and court-by-court basis as fully as they are in hard 
copy form. (Amended February 27, 1998.)  


B. All access to JIS information is subject to the requirements of the criteria for 
release of data specified in JISCR 15(f): availability of data, specificity of the 
request, potential for infringement of personal privacy created by release of the 
information requested, and potential disruption to the internal ongoing business of 
the courts. JIS information provided in electronic format shall be subject to 
provisions contained in the electronic data dissemination contract. (Amended 
February 27, 1998.)  


1. Court data dissemination managers will restrict the dissemination of JIS 
reports to data related to the manager's particular court, or court operations 
subject to the supervision of that court, except where the court has access 
to JIS statewide indices.  


2. Routine summary reports will be made available to the public upon 
request, subject to the payment of an established fee and so long as such 
request can be met without unduly disrupting the on-going business of the 
courts.  


3. Access to JIS legal records, in the form of case-specific records, will be 
permitted to the extent that such records in other forms are open to 
inspection by statute, case law and court rule, and unless restricted by the 
privacy and confidentiality policies below.  


4. Individuals, personally or through their designees, may obtain access to 
compiled legal records pertaining to themselves upon written request, 
accompanied by a signed waiver of privacy.  


5. No compiled reports will be disseminated containing information which 
permits a person, other than a judicial officer or an attorney engaged in the 
conduct of court business, to be identified as an individual, except that 
data dissemination managers may disseminate the following:  


a. Public agency requested reports. Reports requested by public 
agencies which perform, as a principal function, activities directly 
related to the prosecution, adjudication, detention, or rehabilitation 
of criminal offenders, or to the investigation, adjudication, or 
enforcement of orders related to the violation of professional 
standards of conduct, specifically including criminal justice 
agencies certified to receive criminal history record information 
pursuant to RCW 10.97.030(5)(b).  
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b. Personal reports, on the request or signed waiver of the subject of 
the report.  


c. On court order.  
6. An index report, containing some or all of the following information, may 


be disseminated: (Amended February 27, 1998.)  
a. filing date;  
b. case caption;  
c. party name and relationship to case (e.g., plaintiff, defendant);  
d. cause of action or charge;  
e. case number or designation;  
f. case outcome;  
g. disposition date.  


(III.B.6.f. and III.B.6.g. added December 5, 1997.)  


An index report provided in electronic format shall be subject to the 
provisions contained in the electronic data dissemination contract. 
(Amended February 27, 1998.)  


7. A report sorted by case resolution and resolution type, giving index 
criteria except individual names, may be compiled and released. (Section 
added June 21, 1996.)  


8.  Financial Data. 


a.  Requestor will try to provide as much detail as possible of what 
financial information is needed.  Explanations may include such 
information as specific codes; accounting or non-accounting needs; 
statewide aggregate, court aggregate or case-by-case data; and 
what court levels. 


b.  The AOC or the court will review the requests and submit any 
clarifications to the requestor. Meetings may need to take place 
between the staff and the requestor so the parties know what is 
being asked for and what can be provided. The time taken for 
clarifications and meetings will be in addition to any time 
estimates given for compiling the data. Further, the requestor will 
be charged for the staff time under the approved cost recovery fee 
for research/programming. 


c.  Prior to release of the report, the data will be reviewed by 
delegated court and/or county clerk representatives. 


 


IV. JIS PRIVACY AND CONFIDENTIALITY POLICIES 
A. Information in JIS records which is sealed, exempted, or otherwise restricted by 


law or court rule, whether or not directly applicable to the courts, may not be 
released except by specific court order.  
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B. Confidential information regarding individual litigants, witnesses, or jurors that 
has been collected for the internal administrative operations of the courts will not 
be disseminated. This information includes, but is not limited to, credit card and 
P.I.N. numbers, and social security numbers. Identifying information (including, 
but not limited to, residential addresses and residential phone numbers) regarding 
individual litigants, witnesses, or jurors will not be disseminated, except that the 
residential addresses of litigants will be available to the extent otherwise 
permitted by law. (Section amended September 20, 1996; June 26, 1998.)  


C. A data dissemination manager may provide data for a research report when the 
identification of specific individuals is ancillary to the purpose of the research, the 
data will not be sold or otherwise distributed to third parties, and the requester 
agrees to maintain the confidentiality required by these policies. In such instances, 
the requester shall complete a research agreement in a form prescribed by the 
Office of the Administrator for Administrative Office of the Courts. The research 
agreement shall 1) require the requester to explain provisions for the secure 
protection of any data that is confidential, using physical locks, computer 
passwords and/or encryption; 2) prohibit the disclosure of data in any form which 
identifies an individual; 3) prohibit the copying or duplication of information or 
data provided other than for the stated research, evaluative, or statistical purpose. 
(Amended June 6, 1997.)  


V. LIMITATION ON DISSEMINATION OF JUVENILE OFFENDER COURT 
RECORDS* 


The dissemination of juvenile offender court records maintained in the Judicial 
Information System shall be limited as follows:  


A. Juvenile offender court records shall be excluded from any bulk distribution of 
JIS records by the Administrative Office of the Courts otherwise authorized by 
GR 31(g), except for research purposes as permitted by statute or court rule.  


B. The Administrative Office of the Courts shall not display any information from an 
official juvenile offender court record on a publicly-accessible website that is a 
statewide index of court cases.  


* Juvenile offender court records shall remain publicly accessible on the JIS Link 
notwithstanding any provision of this section. (Section added September 6, 2013.)  


VI. PROCEDURES 
A. Uniform procedures for requesting JIS information, and for the appeal of 


decisions of data dissemination managers, shall be as set forth in policies issued 
by the Office of the Administrator for the Courts pursuant to JISCR 15(d).  


B. In any case where a report is provided, the report must be accompanied by a 
suitable disclaimer noting that the court can make no representation regarding the 
identity of any persons whose names appear in the report, and that the court 
makes no representation as to the accuracy and completeness of the data except 
for court purposes.  







VII. ACCESS TO AND USE OF DATA BY COURTS 


Courts and their employees may access and use JIS records only for the purpose of 
conducting official court business. Such access and use shall be governed by appropriate 
security policies and procedures.  


VIII. ACCESS TO AND USE OF DATA BY CRIMINAL JUSTICE AGENCIES 
A. "Criminal justice agencies" as defined in RCW Chapter 10.97 RCW shall have 


additional access to JIS records beyond that which is permitted the public.  
B. The JIS Committee shall approve the access level and permitted use(s) for classes 


of criminal justice agencies including, but not limited to, law enforcement, 
prosecutors, and corrections. An agency that is not covered by a class may request 
access.  


C. Agencies requesting access under this provision shall identify the information 
requested and the proposed use(s).  


D. Access by criminal justice agencies shall be governed by an electronic data 
dissemination contract with each such agency. The contract shall:  


1. Specify the data to which access is granted.  
2. Specify the uses which the agency may make of the data.  
3. Include the agency’s agreement that its employees will access the data 


only for the uses specified.  


IX. ACCESS TO AND USE OF DATA BY PUBLIC PURPOSE AGENCIES 
A. "Public purpose agency" includes governmental agencies included in the 


definition of "agency" in RCW 42.17.02042.56.010 and other non-profit 
organizations whose principal function is to provide services to the public.  


B. Upon approval by the JIS Committee, public purpose agencies may be granted 
additional access to JIS records beyond that which is permitted the public.  


C. Agencies requesting additional access under this provision shall identify the 
information requested and the proposed use(s). In reviewing such requests, the 
JISC will consider such criteria as:  


1. The extent to which access will result in efficiencies in the operation of a 
court or courts.  


2. The extent to which access will enable the fulfillment of a legislative 
mandate.  


3. The extent to which access will result in efficiencies in other parts of the 
criminal justice system.  


4. The risks created by permitting such access.  
D. Access by public purpose agencies shall be governed by an electronic data 


dissemination contract with each such agency. The contract shall:  
1. Specify the data to which access is granted.  
2. Specify the uses which the agency may make of the data.  
3. Include the agency’s agreement that its employees will access the data 


only for the uses specified.  


 







X. E-MAIL 


The JIS provides e-mail for official court business use only. Access to judicial officers’ 
and court employees’ e-mail is restricted. Access to a judicial officer’s e-mail files shall 
only be granted with the permission of the judicial officer involved. Request for access to 
a court employee’s e-mail or to logs containing records on an employee’s e-mail shall be 
subject to the review and approval of the county clerk if the employee is employed in the 
clerk’s office, or the presiding judge or court administrator if the employee is employed 
by the court. Nothing in this policy shall be used as a reason to withhold records which 
are the subject of a subpoena or otherwise available to the public.  


XI. VERSION HISTORY 


These policies shall take effect 30 days from the date of their adoption by the Judicial 
Information Systems Committee, May 19, 1995.  


• Adopted May 19, 1995  
• Amended June 21, 1996  
• Amended September 20, 1996  
• Amended June 6, 1997  
• Amended December 5, 1997  
• Amended February 27, 1998  
• Amended June 26, 1998  
• Amended September 6, 2013  
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DRAFT Policy with amendment to Small Claims retention: changing from 5 years to 10 years. 
 
AOC Departmental Policy 
14.01: AOC Retention Schedule for Courts of Limited Jurisdiction JIS records. 


PURPOSE AND AUTHORITY: 


The purpose of this policy is to establish retention schedules for Courts of Limited Jurisdiction JIS records per JISCR 8 and upon the 
recommendations of the Judicial Information System Committee (JISC) during its October 25, 2013 and April 25, 2014 meetings. 


POLICY: 


Scope 


This retention schedule applies to all Courts of Limited Jurisdiction civil and criminal records contained in the Judicial Information 
System. 


Criteria for Use of the ‘Retain Case’ Flag: 


Judges will have the ability to flag cases in order to retain them beyond the stated retention period.  Judges should consider the 
following non-exclusive factors when flagging individual cases for permanent retention: 


• Defendant criminal history; 
• Nature of the current crime; 
• If the case involves any mental health issues; 
• If the case involves any substance abuse issues; 
• If the Defendant has a high risk of repetitive contact with the court system; 
• If the alleged crime was sexual in nature; 
• If the Defendant has a history of repetitive contact, or has the potential of repetitive contact, with the alleged victim; and 
• If domestic violence was involved. 


 


These factors should be considered with the knowledge that the dismissed record is not a record of conviction and therefore, if 
retained, it may have negative consequences for the Defendant in acquiring employment or housing.  Furthermore, flagging of 
individual cases, especially those that are dismissed, should be considered the exception and not the norm in judicial proceedings.  If 
a judge decides that a case should be flagged, findings supporting the flag must be put on the record and docket entries must show 
the criteria used in making that decision.  A flag may be removed from a case upon good cause shown. Last, the record and docket 
entries must reflect the reasons as to why the case was un-flagged. 







Retention Schedule 
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October 23, 2015 
 
TO:  JISC Data Dissemination Committee 
 
FROM: Stephanie Happold, AOC Data Dissemination Administrator 
 
RE: Does RCW 13.50.260(7) bar Washington State Patrol access to sealed 


juvenile offender case information with their JIS LINK account? 
 
Background and Recommendation 


The Washington State Patrol (WSP) identification, child abuse, and criminal history 
section1 is the repository for criminal history record information and the primary source 
for felony conviction histories for filings, plea agreements, and sentencing on felony 
cases in the state.  RCW 10.98.030.  The section also provides other criminal justice 
agencies criminal history record information pertaining to any person of whom the 
section has a record.  RCW 43.43.705.  Courts and other criminal justice agencies are 
required to furnish disposition data to this WSP section pursuant to RCW 43.43.745.2  
RCW 10.97.045.  The Washington State Courts satisfy this requirement with a data feed 
of statewide court information that the Administrative Office of the Courts (AOC) 
transmits to WSP.  Additionally, some courts also provide paperwork to local law 
enforcement who then forward it on to WSP; or the courts and the clerk’s offices send 
the paperwork directly to WSP.  The WSP also has JIS LINK accounts that provide 
view-only access to court data.  


During this last Legislative session, Substitute Senate Bill 5564 was passed requiring 
the WSP-maintained Washington State Identification System (WASIS) to provide 
                                                           
1 RCW 43.43.700: There is hereby established within the Washington state patrol a section on 
identification and criminal history hereafter referred to as the section. In order to aid the administration of 
justice the section shall install systems for the identification of individuals, including the fingerprint system 
and such other systems as the chief deems necessary. The section shall keep a complete record and 
index of all information received in convenient form for consultation and comparison. 
The section shall obtain from whatever source available and file for record the fingerprints, palmprints, 
photographs, or such other identification data as it deems necessary, of persons who have been or shall 
hereafter be lawfully arrested and charged with, or convicted of any criminal offense. The section may 
obtain like information concerning persons arrested for or convicted of crimes under the laws of another 
state or government. 
2 RCW 43.43.745(3):  Disposition of the charge for which the arrest was made shall be reported to the 
section at whatever stage in the proceedings a final disposition occurs by the arresting law enforcement 
agency, county prosecutor, city attorney, or court having jurisdiction over the offense: PROVIDED, That 
the chief shall promulgate rules pursuant to chapter 34.05 RCW to carry out the provisions of this 
subsection. 







criminal justice agencies access to sealed juvenile records information.  E2SSB 5564, 
Chapter 265, Laws of 2015, Section 3, RCW 13.50.260(8)(d), July 24, 2015.  WSP soon 
discovered problems implementing this law because some courts dismiss and seal the 
cases during the same proceeding.  The dismissal comes to WSP via the AOC data 
feed seven days after the event because of the WSP built-in delay to ensure the 
fingerprint arrest information is in the WASIS prior to the disposition.  Because of this 
delay, WSP is getting seal information from the courts before the disposition transfer 
report and it is unknown which event to seal in WASIS.  Currently, WSP is working with 
local court staff and prosecuting attorney’s offices to obtain the information.  However, 
this is cumbersome and a drain on local resources.  To resolve this, WSP submitted the 
attached request to the JISC Data Dissemination Committee (DDC) asking for access to 
sealed juvenile criminal case information in JIS so as to match the sealed information 
with the disposition data in WASIS.  During the September 10, 2015, DDC meeting, 
members questioned if such access could be allowed per RCW 13.50.260(7)3 that 
states “[i]nspection of the files and records included in the order to seal may thereafter 
be permitted only by order of the court upon motion made by the person who is the 
subject of the information or complaint, except as provided in RCW 13.50.010(8) and 
RCW 13.50.080(13).” 


It is AOC’s position that RCW 13.50.260(7) does not apply to providing sealed juvenile 
case information to WSP so it can satisfy its obligations under RCW 13.50.260(8)(d).  
RCW 13.50.260(7) addresses inspection of the court records and files.  The Merriam-
Webster dictionary defines inspection as the “act of looking at something closely in 
order to learn more about it, to find problems, etc.”  See http://www.merriam-
webster.com/dictionary/ inspection, reviewed October 16, 2015.  This statute prohibits 
access to a requestor who simply wishes to view the sealed court file.  WSP does not 
wish to have access to the sealed juvenile data in order to simply review it; but rather, to 
obtain all the information about the case in order to correctly update WASIS and to pass 
on the correct information to other law enforcement agencies as it is statutorily required 
to do under RCW 13.50.260(8)(d).  
 
Court Rule GR 31(f)(3) also supports WSP access as it allows criminal justice agencies 
to request court records not publically accessible if they identify the desired records and 
provide the proposed use for the court record.  GR 31(f)(3)(B).  Access is then governed 
by a dissemination contact.  GR 31(f)(3)(C).  WSP has requested and identified the 
needed court records and the obligatory requirement for obtaining this information.  If a 
JIS LINK role can be created to provide this requested access, the agreement between 
AOC and WSP would include the provisions laid out in GR 31(f)(3)(C).  


Conclusion 


As the WSP request for access to sealed juvenile case information is not for simply 
inspecting the court file as stated in RCW 13.50.260(7), the statute does not prevent the 
                                                           
3 Originally RCW 13.50.050(15); later codified during the 2014 Legislative Session into RCW 13.50.260(7). 







access.  The information WSP is requesting would supplement the data already 
received by both the courts and the AOC that is required under RCW 43.43.745 and 
RCW 10.97.045 and ensure the accuracy of the data in WASIS.4  Additionally, GR 
31(f)(3) allows for the access as WSP has identified the needed records and the 
intended use, and would be governed by an agreement as detailed in GR 31(f)(3)(C). 


                                                           
4 AOC Staff does not assert that the JIS LINK access should be given in order to satisfy RCW 10.97.045 
and RCW 43.43.745 requirements as those obligations are already being satisfied by the AOC data feed 
and by any additional data the individual courts are providing WSP.  However, the supplemental 
information will help WSP satisfy its own statutory requirements as well as lighten the workload of 
individual courts and prosecuting attorney’s offices that are currently working with WSP to compensate for 
the seven day delay of disposition data being transferred. 














